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@ Go to https://portal.office.com
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Sign in

No account? Create one!

Sign in with your Email address and
password.

More information required

Your organisation needs more information to keep
yOLI!' account secure

Use a different account

Learn more
Next
@ Click Next in the “More information required”
screen.

Additional security verification

Step 1: How should we contact you?

e

Choose for Authentication by app

Step 1: How should we contact you?

Mobile app v

How do you want to use the mobile app?

®  Receive notifications for verification

Use verification code

To use these verification methods, you must set up the Micros

Set up Please configure the mobile app.

© Choose "Receive notifications for
verifications”

M\

Download the Authenticator app from the
App/Play store

@ Scan the QR code with the authenticator app
and choose Next
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Approve the Sign in attempt in the phone
app.

Additional security verification

Step 3: Keep using your existing applications

Get started with this app password:

wdtdh ra

© Once completed you might receive an app password (Microsoft is getting rid of these in the long

run). Save this password in a safe location.



https://portal.office.com/

MFA Setup Complete

This completes the setup of MFA.
Microsoft will start updating their servers with this information.

After a while you'll notice that some applications like Outlook and Teams will ask you to reenter
your password details. Which password it needs varies:

If it looks like (A) use your email address and password
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Sign in

If it looks like (B) use your email address and password.
If this doesn’t work, use the app password you've saved in a safe location.
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