
William Oliver
Datto

CYBER SECURITY EVENT



Datto, A Kaseya Company

Waterford Cyber Security Event – September 
2025 



Recover
Minimize business 
interruptions

Identify
You can’t protect 
what you can’t see

Protect
Safeguarding digital 
assets

Detect
Catching threats 
that others miss

Respond
Reacting to threats that 
matter

● SaaS Protection
● Datto Continuity
●Datto Endpoint Backup with DR
● Datto Continuity for Microsoft 

Azure
● Cloud Continuity for PCs
●Datto Endpoint Backup
● File Protection
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https://kaseya.showpad.com/share/q3UAA3LwqXpWllQ9XO2aw
https://kaseya.showpad.com/share/q3UAA3LwqXpWllQ9XO2aw
https://kaseya.showpad.com/share/dCtY0mn1u5pCTbdqV4y1k
https://kaseya.showpad.com/share/dCtY0mn1u5pCTbdqV4y1k
https://kaseya.showpad.com/share/dCtY0mn1u5pCTbdqV4y1k
https://kaseya.showpad.com/share/zB5SUVjR30gJzbP6VQE4H
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https://kaseya.showpad.com/share/rTBCYyrYPFEiz4YR6dahY
https://kaseya.showpad.com/share/rTBCYyrYPFEiz4YR6dahY


Datto Backup/Business Continuity and Disaster 
Recovery  Platform:

Public cloud

BCDR for:
• Microsoft Azure
• AWS
• Google Cloud

On-prem servers

• SIRIS appliances

• ALTO appliances

• Direct-to-cloud 

backup

PCs and Macs

• Direct-to-cloud 

Backup

SaaS

Backup for: 
• Microsoft 365
• Google Workspace
• Salesforce



SMBs are the #1 target of cybercrime

of SMBs consider their 

IT security effective

of cyberattacks target 

small businesses 
increase in ransomware 

attacks on SMBs since 2020

Source: Network Depot



Failure to properly

backup can be the

end of a business…

National Archives & Records Administration

of companies that lose 

their data will shut 

down within 6 months 

of the disaster.

of businesses with 10+ 

days of downtime file 

for bankruptcy.



25% don’t run regular DR tests

Annually
13%

Quarterly
32%At least 

monthly
43%

Do not 
test
12%



of businesses with 
10+ days of 

downtime file for 
bankruptcy

93%

60%
of companies that lose 

their data will shut 
down within 6 months 

of the disaster.

NATIONAL ARCHIVES & RECORDS ADMINISTRATION

Is the wrong way to think about the 
problem – and the first way to fail…

Is this actually what 
you CARE ABOUT? 

The act of creating 
copies?

/kän(t)əˈno͞oədē/    noun: 

The unbroken and 
consistent existence or 
operation of something 
over a period of time.

Continuity

Backup



What is the tolerable

amount of data loss?

What is the tolerable

amount of down time?

Time

RPO RTO

Normal operation Disaster strikes
Resume normal 

operation



SIRIS – The Process – Business Continuity 
and Disaster Recovery Solution   

Live Environment

SIRIS Appliance

Incremental 
backups

Every 5 mins 

✔ Screenshot verification
✔ Application verification
✔ Ransomware detection 

Virtualize and run in 
seconds 

Offsite replication every local backup

UK/Germany DC

12 months Infinite Cloud

Iceland DC

DR from local appliance: BMR, export, ESX Upload, file 
recovery 

DR from Cloud: Support enabled data download, Reverse 
RoundTrip

Virtualize and run in the 
cloud

Initial seed 
(RoundTrip)

7 years
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