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——0 2020: The Idea

e Mesh was developed with one goal in mind:

Enable MSPs to manage their customers at scale



0 2020: Leap of Faith

e SMmall bootstrapped team
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o—o0 2020 - 2022: Focus
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e Building on our product via:

enhanced Detection, simplified Cross-Tenancy
Management, and an intuitive User Experience.



o—o—o0—o0 2023 - 2024: Growth

Certifie®

buildin
ail secu

e Doubling d
and seamles



o 2025: The Future
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usecure

Transforming Human Risk
into Cyber Resilience

11th September / Unitec Cyber Security Business Event




Meet your speakers

Lorna Burman Johanna Forsen

EMEA & APAC Territory Account
Distribution Manager Manager
usecure usecure
e 20+ yearsinthe IT sector o Helps organisations reduce human risk
« Ex-Sales Manager, Cybersec Reseller e 4years at usecure

« Started horse riding at 42! « Plays floorball! (A popular Nordic sport)



usecure — Transforming
human risk into resilience
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Leader

. . .
> Founded in 2016, recognised leader in HRM

g Empowering 400,000 users, globally

IVl
All-in-one human risk management

Trusted by Leading IT Professionals

O vodafone q wealth associates "5+ WINNING

J7Ziizuno. GROUP
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The human element is
the most common
threat vector, and is
the root cause of 74%
of data breaches.

Source: Verizon's DBIR
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Insufficient user training

Remote working culture

Lack of policy processes

Rise of Al threats



Compliance standards are growing stricter

*x X »
* *

* NIS2 * Global compliance standards are becoming more and

* * .
* 4 * more stringent

CYBER

ESSENTIALS 86% of SMBs are not confident they can stay compliant
without external support

* X %

* ~ * GDPR
* * DORA 47% of SMBs say they spend too much time

A ** Compl lance managing compliance instead of growing their business
*
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How usecure simplifies security
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Identify — Gap Analysis
Proactively detect security

gaps and compliance risks

Monitor — uBreach

Continuously track client

environments for emerging risks

compliance training

End-user awareness & v Policy management

and signature tracking

training and compliance

Train - uLearn(

! uPolic
Deliver targeted

raining Zligned
with compliance needs

Verify — uPhish

Evaluate client readiness

with realistic security
simulations

Auditor reporting and
breach alerts

usecure



Making user training easier
through targeted delivery

Evaluate Educate Calculate
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15-minute gap analysis quiz User-tailored programs are launched Reporting + admin is automated




usecure: HRM Case study

Our auditor labelled usecure as
the 'best and most Average phishing compromise rate
9% )
- ' . decreased by 29% in year one
comprehensive' human risk

management solution they'd 349 Security awareness increased by 34%
0 from the initial gap analysis
seen.

U

Training adoption was excellent, with a
9490 course completion rate

94%

usecure



Get started today

Not yet a usecure customer?

a&ga“ Schedule a demo with our team and
' grab a free usecure trial account.
Need more info? Book a call with

your usecure Account Manager

Reach out to our team for a dedicated
run-through.

www.usecure.iofen/book-a-demo

usecure
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